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Create A Secure Data Environment With Kanguru 
Defender® Encrypted USB Drives & KRMC™ Fully-
Integrated Remote Management 

Millis, MA, USA – November 30, 2020  – Kanguru’s 
data management solution offers security-conscious 
organizations an exceptional level of global data 
security to protect, manage, and secure their 
information around the world. With Kanguru 
Defender® secure devices, information can be 
stored on military-grade, AES/XTS 256-Bit hardware 
encrypted USB drives, away from the dangers of the 
internet. Kanguru Remote Management Console™ 
(KRMC™) is an additional fully-integrated security 
option for organizations, providing IT Administrators 
and Security Officers the ability to remotely manage, 

monitor, update, communicate, and even disable their hardware encrypted USB data storage devices if necessary 
anywhere in the world.   

“Kanguru is poised to offer more to security-conscious clients with Kanguru’s well-
established, fully-integrated KRMC to manage all of their organization’s Defender 
hardware encrypted USB drives,” states Don Brown, CEO of Kanguru.  “As Datalocker 
begins the sun setting process of their EMS Cloud service, we continue to add features 
to our KRMC that enhance, strengthen, and provide more value.” 

Kanguru Defender hardware encrypted drives offer outstanding protection against data breach, viruses, brute-
force attacks, and more:   

• Military-Grade, AES 256-Bit Hardware Encryption (XTS Mode) 
• High-Level FIPS 140-2 Certification (Certain Models) 
• New Large Capacity Storage Flash Drives Up To 256GB 
• Secure Defender HDD Up To 5T and SSD Up To 2T Capacity Data Storage 
• Option To Remotely Manage With Kanguru Remote Management Console™ (KRMC™) 
• Onboard AntiVirus, Real-Time Scanning Protection by Award-Winning BitDefender 
• Brute-Force / Tamper-Proof Protection 
• RSA-2048 Digitally-Signed, Secure Firmware 
• TAA Compliance 

Kanguru Remote Management Console (KRMC) offers an extraordinary solution for IT Administrators and 
Security Officers to manage, monitor, and secure Defender hardware encrypted USB devices around the world: 

• Monitor All Your Organization’s Defender Encrypted USB Drives From One Convenient Console 
• Customize Security Settings for All Defender USB Drives Configured With Your Organization 
• Track And Manage USB Drives Worldwide 
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• Disable/Delete Lost Or Stolen Devices 
• Set Up Online & Offline Permissions 
• Generate Reports 
• Email Users Directly From The KRMC Console 
• Notify Users And Roll Out Policy Updates 
• Schedule Password Changes 
• and much more... 

Kanguru’s secure data solution is flexible for any sized organization to fit any budget, from SMBs, to Enterprise. 
Start small and grow your data security, or prepare a complete roll-out. Kanguru’s hardware encrypted USB 
drives and fully-integrated remote management is an affordable high-security solution for any organization. 

See our full article in Cyber Security Magazine for more information about creating a secure data environment for 
your organization. 

To learn more about Kanguru Defender Hardware Encrypted Drives, or Kanguru Remote Management 
Console™ (KRMC™), please visit kanguru.com or call us at 1-888-KANGURU. 

Kanguru Solutions (www.kanguru.com) is a global leader in manufacturing high-quality secure data storage 
products, fully-integrated remote management, duplication equipment and more. 
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