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Kanguru: Protecting Data In The New Remote World 

Millis, MA, USA – March 19, 2020 – It only took a handful 
of days for the working world in the United States to shift 
from full onsite operations, to employees also working 
remotely. Many public and private organizations have 
become more flexible, or have been forced to allow 
employees to work from home. This ever-changing 
environment brings a whole new set of challenges for 
securing data in a new world. Organizations looking to 
confront these challenges head-on will find Kanguru 
Defender® hardware encrypted flash drives, hard 
drives and SSDs with remote management an ideal 
security solution. 

Kanguru has been providing secure data solutions for over 
25 years to organizations across the globe, including 
military, defense, healthcare, utilities, small business and 
the home office.  The Defender® family of AES 256-Bit 
hardware encrypted USB drives provide organizations and 
individuals with secure data storage that can quickly help 
organizations succeed through the complexities of a new 
and established remote teleworking environment. 

Kanguru Defender USB devices offer top-of-the-line data security to work remotely, with: 

 AES 256-Bit Hardware Encryption 
 FIPS 140-2 Certification 
 Remote Management Ready 
 Windows, Mac and Linux Compatibility 
 Real-Time, Onboard AntiVirus Scanning by BitDefender® 
 Physical Write Protect Switch (some models) 
 Brute-Force Protection 
 TAA Compliant 

With Kanguru’s fully-integrated Remote Management Console  (KRMC ), IT administrators can separately 
track and manage USB drives worldwide, restrict domains, disable/delete lost or stolen drives, update passwords, 
generate reports and much more. Sold separately, IT managers can use KRMC to maintain full data protection 
and enforce security policies. 

In addition, the Kanguru Mobile WorkSpace , Windows To Go® Microsoft-Certified, portable desktop flash 
drive is ideal for carrying Windows 10 OS anywhere.  It transforms any PC into a personal workspace 
environment and can be configured as a fixed drive. 

To learn more about Defender Hardware Encrypted USB Drives, Kanguru Remote Management Console 
(KRMC™), or the Kanguru Mobile WorkSpace Windows To Go® Flash Drive, please call 1-888-KANGURU or 
visit kanguru.com. 

Kanguru Solutions is a global leader in manufacturing high-quality secure data storage products, fully-integrated 
remote management, duplication equipment and more. 
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Kanguru Defender Hardware Encrypted USB Drives and 
Remote Management are ideal solutions for securing data 
and enforcing security policies to keep information safely 
contained in a new remote working environment. 

https://www.kanguru.com/secure-storage/defender-secure-storage.shtml?utm_source=PR-BW-NEWWORLD&utm_medium=PR-BW-TELE-KDFFAM&utm_term=PR-BW-TELE-KDFFAM&utm_content=PR-BW-TELE-KDFFAM&utm_campaign=PR-BW-NEWREMOTEWORLD
https://www.kanguru.com/remote-management/remote-management-suite.shtml?utm_source=PR-BW-NEWWORLD&utm_medium=PR-BW-TELE-KRMC&utm_term=PR-BW-TELE-KRMC&utm_content=PR-BW-TELE-KRMC&utm_campaign=PR-BW-NEWREMOTEWORLD
https://www.kanguru.com/virtualization/windows-to-go-kanguru-mobile-workspace.shtml?utm_source=PR-BW-NEWWORLD&utm_medium=PR-BW-TELE-KWTG100&utm_term=PR-BW-TELE-KWTG100&utm_content=PR-BW-TELE-KWTG100&utm_campaign=PR-BW-NEWREMOTEWORLD
https://www.kanguru.com/
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